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AiSP Events and Updates

AISP Cloud Security Summit 2024
24 September 2024

AiSP Cloud Secuyify >~
Summit 2024 \

(
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The AiISP Cloud Security Summit 2024 is an important event of the year,
organized by the AiSP Cloud Security Special Interest Group.
The programme schedule comprises of key notes, solutions, panel discussion and workshop.
The theme for the summit is Navigating Cloud Security in the near-future Era.
This event is organized for anyone with an interest or wish to find out
more or understand more on the landscape of Cloud Security.

Date: 24 September 2024
Time: 12.30PM — 5PM
Venue: Marina Bay Sands Convention Centre
Guest of Honour: AiSP Patron - Senior Minister of State,
Ministry of Digital Development and Information & Ministry of National Development Mr Tan Kiat How

For more details, you can visit our website

Complimentary for AiSP associate members and above.
Register by replying to our email by 18 Sept 24 with the event to secure a ticket.

Non-AiSP Members sign up here



https://aisp.sg/Cloud_Security_Summit_2024.html
https://www.eventbrite.sg/e/944795467677?aff=oddtdtcreator

AiSP Events and Updates

AISP QISP Workshop
1 October 2024

AISP
QISP INSIGHT MASTERCLASS

ONE-DAY APPRECIATION WORKSHOP
FOR THE QISP PROGRAMME

s
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QISP Insight Masterclass
Join us for an exclusive QISP Insight
Masterclass, a unique opportunity to delve
into the QISP (Qualified Information Security
Professional) Certification Programme. This
masterclass is designed for IT/Cybersecurity|
professionals seeking to enhance their
expertise and stay ahead of the curve in the
ever-evolving field of cybersecurity.

Don't miss this opportunity to enhance your
knowledge, network with peers, and gain
insights into the QISP Certification
Programme. Secure your spot in the QISP
Insight Masterclass today!

Date: 1 October 2024, Tuesday
Date: 9AM to 5PM (registration from
8.30am)
Venue: NTUC Centre, Level 7, Room 701,
One Marina Boulevard, S (018989)

Register here

* Materials for trainees (printed and pdf
slides), printed and pdf Cert of Participation,
2 Coffee breaks with snacks + Bento Lunch
(all halal) will be provided.

*AiSP members who would like to bring a

AiSP LITE SIG Meetup
3 October 2024

AiISP has set up a Special Interest Group
- Legal Investigative Technology Experts
(LITE).

Our Vision is to provide a platform for
AISP members who are keen in the
investigations space, specialising in the
realms of digital forensic / e-Discovery, to
participate in and benefit from each
other's expertise, so as to create a
vibrant and dynamic ecosystem.
Join us for an enlightening panel
discussion that delves into the daily
responsibilities and challenges faced by
Digital Forensic / e-Discovery specialists
in the public sector, consulting, and as
an in-house practitioner. This session will
provide a behind-the-scenes look at the
critical work conducted by these
specialists in the realm of the digital,
legal, and investigative landscape.

Date: 3 October 2024, Thursday
Time: 6PM — 8.30PM

Venue: JustCo @ Marina Square
Register here

non-member for the event can reach out
to secretariat@aisp.sg for a 50%
discount code.

AJCCA Conference 2024
17 October 2024

AJCCA

CONFERENCE
2024

17 OCT 2024

SAVE THE DATE

The first ASEAN Japan Cybersecurity
Community Alliance (AJCCA)
Conference was held in 2023 in Tokyo.

This year, the ASEAN Japan
Cybersecurity Community Alliance
(AJCCA) Conference will be held in
2024 in Singapore.

The ASEAN Japan Cybersecurity
Community Alliance (AJCCA) is a
collaborative initiative
formed by nine leading cybersecurity
communities from ASEAN nations and
Japan.

AJCCA is dedicated to enhancing
cybersecurity capabilities, information
sharing, and mutual support among its

member nations to address the evolving
challenges in the digital landscape.

Date: 17 October 2024
Time: 8:30am - 4pm
Location: Suntec Convention Centre
Nicoll Room 1

Register here



https://forms.office.com/r/H5f3JwNq0w
https://www.eventbrite.sg/e/aisp-lite-sig-meetup-tickets-979651402717
mailto:secretariat@aisp.sg
https://www.eventbrite.sg/e/ajcca-conference-2024-tickets-988046532777?aff=oddtdtcreator

AiSP Events and Updates

The Cybersecurity Awards 2024
7 November 2024

. AISP.
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7 November 2024 (Thursda
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0 Marina Bay Sands

10 Bayfront Ave, Singapore 018956

In its seventh year, The Cybersecurity Awards 2024 seeks
to honour outstanding contributions by individuals and
organizations, to local and regional cybersecurity
ecosystems.

Guest-of-Honour: Minister Mrs Josephine Teo, Minister for
Digital Development and Information and Mlnlster—ln—
charge of Smart Nation and Cybersecunty

SAVE THE DATE

Join us on 7 November at The Cybersecurity Awards 2024
Awards Ceremony at Marina Bay Sands! AiSP Members will

get 50% discount of the public price.

Please reach out to secretariat@aisp.sqg for ticket purchase
details. For Non-member, please register via the link below.

Register here

BOK Book

NEWLY LAUNCHED!

IS-BOK 2.0

INFO%MATION SECUI}ITY

— BQDYOF KNOWLEDG

Publishied by

AP

Price: $87.20 (inclu GST)
Scan the qr code for payment!

SCAN

Get our newly launched Information Security Body of
Knowledge (BOK) Physical Book at $87.20 (after
GST).

While stocks last!

Please scan the QR Code in the poster to make the
payment of $87.20 (inclusive of GST) and email
secretariat@aisp.sg with your screenshot receipt and we
will follow up with the collection details for the BOK book.

Limited stocks available.



mailto:secretariat@aisp.sg
https://www.eventbrite.sg/e/the-cybersecurity-awards-gala-dinner-2024-tickets-998233000777?aff=oddtdtcreator
mailto:secretariat@aisp.sg

TISC 2024
13 - 29 September 2024

CSIT PRESENTS

13 - 29 SEP 2024

Play your way, test your skills and secure br

Attention all Cybersecurity enthusiasts,
coders and programmers!
Registration for TISC 2024, the online
sequential style Capture-The-Flag (CTF)
competition, is now open.

TISC is open to Singapore citizens
only. CSIT employees and seconded staff
to/from CSIT are not eligible to participate.
Check out the Terms and Conditions of
participation here.

Register here

Tech Leader Awards 2025 - Call for
Nominations
30 September 2024

TECH LEADER AWARDS
20

NOMINATE THE TECH VISIONARIES WHO ARE

7 STAYING AHEAD IN THEIR GAME!

NOMINATIONS ARE OPEN FOR INDIVIDUALS OR TEAMS.
ACROSS THE FOLLOWING CATEGORIES:

TECH
LEADER DIGITAL HALL
OF ACHIEVERS ~ OF FAME
THE YEAR

FUTURE
LEADERS
INTECH

NOMINATE NOW
0 September 2024
rther details. please visit

accenture 111!
cisco

S Huawer NCS// E

Tech Leader Awards 2025
Spot the next Tech Visionaries who are
ahead of the curve
Nomination closes on 30 September 2024, 5
pm

Singapore Computer Society (SCS) invites
you and your organisation to submit
nominations for the Tech Leader Awards
2025, from now until 30 September, 5 pm
(Singapore time).

The Awards will be presented in four
categories:
1. Tech Leader of the Year
2. Digital Achievers
3. Hall of Fame
4., Future Leaders in Tech

Individuals and organisations can submit the
nominations HERE

Cyber Security World Asia
2024
9 - 10 October 2024

EXPLORE THE LATEST IN
C RITY \

9 - 10 October 2024 | MBS Singapore
www.cybersecurityworldasia.com

REGISTER NOW!

Cyber Security World Asia will
return on 9-10th October 2024 at Marina
Bay Sands, Singapore.

With thousands of professionals,
business leaders, and cybersecurity
enthusiasts in attendance, the award-
winning event offers a unique
opportunity for networking and knowledge
exchange.

This expansive platform of
professionals, thought leaders, and
pioneering solution providers
offers boundless opportunities to create
partnerships, collaborate with peers, and
future-proof your business.

Register here



https://go.gov.sg/tisc-tnc
https://www.csit.gov.sg/events/tisc/tisc-2024
https://singaporecomputersociety.imail-host.com/r/4f31c8ea7f22762ca894b2414?ct=YTo1OntzOjY6InNvdXJjZSI7YToyOntpOjA7czoxNDoiY2FtcGFpZ24uZXZlbnQiO2k6MTtpOjE2Mjc7fXM6NToiZW1haWwiO2k6MTI3MjtzOjQ6InN0YXQiO3M6MjI6IjY2YjQ3ZjAwNzc1MGQxNDkzMjA4NDEiO3M6NDoibGVhZCI7czo2OiIxNTk4NTEiO3M6NzoiY2hhbm5lbCI7YToxOntzOjU6ImVtYWlsIjtpOjEyNzI7fX0%3D&
https://www.gevme.com/CSWA24?source=___&utm_source=&utm_medium=&utm_campaign=&tracesourcecode=
https://singaporecomputersociety.imail-host.com/r/4f31c8ea7f22762ca894b2414?ct=YTo1OntzOjY6InNvdXJjZSI7YToyOntpOjA7czoxNDoiY2FtcGFpZ24uZXZlbnQiO2k6MTtpOjE2Mjc7fXM6NToiZW1haWwiO2k6MTI3MjtzOjQ6InN0YXQiO3M6MjI6IjY2YjQ3ZjAwNzc1MGQxNDkzMjA4NDEiO3M6NDoibGVhZCI7czo2OiIxNTk4NTEiO3M6NzoiY2hhbm5lbCI7YToxOntzOjU6ImVtYWlsIjtpOjEyNzI7fX0%3D&

SMEICC 2024 GovWare 2024 STACK 2024 Developer CISO New Zealand
9 -10 October 2024 15 - 17 October 2024 Conference 19 — 20 November 2024
6 — 7 November 2024

STACK Developer Col s back!

95 STACK

INDUSTRY PARTNER

New Zealand w AISp

CONFERENCE SERIES

|\ BREE RERR

AVIGATING CHANGE TODAY: -
Get $$450° Off with

JEMERAEE ~AMNERCOME - GROW Code: GWPA50
/ COBW - BE S

p Conne

9 &10 October 2024
Exhibition Halls Suntec Singapore’
—

"""" Qo Q With the support of the Cyber CISO .New Zealand .2024 is a
. Security Agency of Singapore premier cybersecurity event
This year's conference, (CSA) and as part of Singapore for senior InfoSec decision-
themed “Navigating Change International Cyber Week makers. It offers networking
Today: (SICW), GovWare Conference opportunities, in-depth
Adapt.Overcome.Grow”, and Exhibition 2024 will once strategy discussions, and
promises an enriching again see global cybersecurity interactive sessions with 40+
experience with renowned experts, business leaders and speakers. The two-day
industry experts, engaging senior policymakers coming conference covers topics
panel discussions, and together to discuss the evolving such as mitigation, response,
invaluable networking landscape, share best practices recovery, GRC, and cross-
opportunities. and identify new opportunities, functional collaboration,

With more than 16 key
seminars and 6

aiming to put security at

as we address this year’s theme !
the centre of business

“Securing Dynamic Digital

MasterClasses, this is an Roadmaps: Relooking strategy.
event you won't want to Signposts in Identity, Trust, and
miss. Resilience”. We’re thrilled to invite you to
Join us on 9th & 10th CISO New Zealand! This
October at Suntec event promises to enhance
Singapore Convention & Join the cybersecurity About STACK 2024 your cybersecurity strategies

and keep you ahead in the

Exhibition Centre to gain ;
community from across the | o rechys biennial conference evolving world of InfoSec.

insights into the latest world at GovWare 2024 — Asia’s

business trends, innovative premier cybersecurity event, returns on 6-7 November, | join |eading decision-makers
strategies, and practical from 15-17 October 2024 at | °fering an exhilarating array of | ang industry influencers from
solutions tailored to help Singapore's Sands Expo and panels, talks, and workshop top organisations as we
our business thrive in ; ; sessions. lore k i h
y Convention Centre. Discover explore key topics such as

today's competitive market. cybersecurity intelligence,

Immerse yourself in the heart of | ik management, incident
Singapore’s largest government- response, and the secure

the latest cybersecurity trends,
strategies, and tech and policy

We look forward to developments. Expand your

welcoming you to the network and access the SICW |'©¢ develop;:-r conferencetz where . Integration of Al.
largest bilingual conference | 5454 gpen sessions with your you can forge conngc;mns Don’t miss this opportunity to
in Singapore! Register GovWare Conference Pass. | ocross government industry, strengthen your security

and tech communities. Don't | practices and connect with

online for your FREE pass ; ;
AISP members enjoy S$450 off | yiss this opportunity for an | the pest in the field. Register

here the Conference Pass standard

; extraordinary experience in ing the di
rate with promo code . using the discount
“GWP450”, VF;” d through 13 cross-sector coIIa_bora@ﬂop that code CISOPAR500 to
October 2024 (2359hrs promises énnotvatlokn, insights, | receive $500 off the standard
' and networking. rate!
GMT+8).
Register here Register here

Register here



https://www.smeicc.org/
https://www.govware.sg/govware/2024/event-info?utm_source=comarketing&utm_medium=digital&utm_campaign=AiSP
https://www.developer.tech.gov.sg/communities/events/conferences/stack-developer-conference-2024/overview.html
https://bit.ly/47a4FGG

Singapore FinTech Festival
(SFF) 2024
6 — 8 November 2024

06| SINGAPORE
O8(FINTECH
584 FESTiVAL™

Join the
World’s Most Impactful

FinTech Festival

Policy Finance

Technology

The 9th edition of the Singapore
FinTech Festival (SFF) will take
place from 6 - 8 November 2024
at the Singapore EXPO. SFF is
the only FinTech platform where
Heads of State, policymakers,
financial services leaders,
founders, investors, and
technology experts convene to
shape the future of finance.

As the world’s most impactful
FinTech festival, last year’'s
edition brought together over
66,000 participants from 150
countries. SFF is organised by
the Monetary Authority of
Singapore, Elevandi, and
Constellar and in collaboration
with the Association of Banks in
Singapore.

Register here

Partner Code: SFFCPAISP

CDIC Conference 2024
Bangkok
27-28 November 2024

Cyber Defense Initiative
Conference (CDIC) is one of the
largest Cybersecurity and
Information Security Conference
in Thailand and Southeast Asia,
supported by several noted
private and public sectors. Year
after year, CDIC stands at the
front line that has been
successfully providing a
platform for IT & Cybersecurity
technology, Digital
transformation trends updating
with resiliency business
community and networking,
security affairs, sales and
marketing in the information
security industry in Thailand for
the consecutive 22 years.

It is our great pleasure to invite
your company to sponsor CDIC
2024. The event will be held
on 27 — 28 November 2024 at
Grand Hall, BITEC Bangkok,
Thailand
Sponsoring CDIC 2024 will
provide you with the opportunity
to build your worth cost effective
business network. It will give
you the mechanism to increase
your ROI through our providing
benefits

Contact AiSP secretariat at
secretariat@aisp.sq

Cybersec Asia x Thailand
International Cyber Week
2025
22 - 23 January 2025

Join “Cybersec Asia x Thailand
International Cyber Week 2025
(powered by NCSA)” in
Bangkok, Thailand. Network
with 5,000+ visitors, 140+
exhibitors and 100+ speakers to
lead cybersecurity. Explore
trends and government
initiatives, securing your place in
the global industry forefront.

Link: www.cybersec-asia.net

Register here

The Advisory Mentorship
Programme 2024 —
Mentorship Partner

THE ADVISORY

Q MENTORSHIP

Akivy PROGRAMYE

15 BACK FOR ANOTHER YEAR

Mentor with us and
make a difference.
Just o few hours coutd transform a

young parson's ife

ONE HOUR A MONTH
JUNE TO SEPTEMBER 2024

Join us as @ mentor:

It is important for youths to be
exposed early to the
cybersecurity ecosystem and
receive proper guidance and
support. As an independent
cybersecurity association in
Singapore, AiSP has been
engaging youths for our
initiatives and conducting
mentorship programs to educate
youths on cybersecurity.
Together with Advisory, AiSP is
committed to impart skills and
knowledge to youths and create
a safe cyberspace to form a
strong and vibrant cybersecurity|
ecosystem.

Join here



https://bit.ly/SFFCPAISP
mailto:secretariat@aisp.sg
http://www.cybersec-asia.net/
https://cybersec-asia.net/register/
https://advisory.sg/working-professionals/

Cyber & Digital Technology
Jobs at CSIT

CYBER & DIGITAL TECHNOLOGY JOBS

Realise your potential with GSIT

@ Latest toch
WP Use the atest digital technology o develop innovative solutions

Career ownership
Diverse job opportunities for career progression

ol

2, Loarn 8 Grow
ﬂ@% + Continuous development and growth alongside some of the
- best digital experts in Singapore.

onmvedium [} £3 ©

<] macsigonsy

Calling all Singapore
Citizens! Passionate about
exploring deep digital
technologies to advance
Singapore's national
security? Join us in
developing innovative
solutions to support national
missions such as cyber
defense and counter-
terrorism.

Apply here

Hop on to a Demo.

VOTIRG \v
Securing Files P
Everywhere "

J

Schedule a Demo today with
Votiro!

AISP

Get a personalized demo of
new real-time data security
solutions and learn how you
can accelerate cybersecurity
strategies and maintain an
always-safe and -compliant
posture.

Votiro’s defense-in-depth
solution provides organizations
with proactive threat
prevention, real-time privacy
and compliance, and actionable
data insights — at scale via an
open-API. Votiro proactively
eliminates file-borne threats
targeting email environments,
collaboration platforms, data
lakes, supply chains, web
downloads, B2C digital
interactions, and
more. Connect with us anytime
to explores how Votiro has
sanitized more than 7 billion
files in its mission to protect
customer data and content.

Register here and get to
redeem an Essential Gadget
from us

Hop on to a coffee chat with
Votiro Team!

VOTIRG

Lets Chat!

Votiro — The only one delivers
true Zero Trust Content
Security + Data Detection &
Response in one platform.

Our unified data security
solution provides organizations
around the globe with real-time

privacy masking, data
compliance, proactive file-
borne threat prevention, and
actionable data insights. The
seamless, open-API proactively
prevents risks to private data
in-motion by detecting and
masking information while
disarming known and unknown
cyber threats before they reach
user endpoints. Votiro is
headquartered in Austin, TX,
with offices in Australia, Israel,
and Singapore. Votiro is SOC 2
Type Il compliant.

Register here and get to receive
a Premium Welcome Pack from
us.

Get a Free Trial Today!

@ voTire

Hop onto a Free Trial Today!

7+ Billion Files. Zero Breaches.
See how Positive Selection® makes it possible

w AISP

See how Votiro stops threats before
they ever reach your endpoint!

With a free 30-day trial, you'll
strengthen your security posture
and experience first-hand how
Votiro intelligently detects, disarms,
and delivers safe content via email,
web browser, web upload, data
lakes, collaboration tools, and more
— while also delivering valuable
analytics on the incoming data.

Register here and get to redeem a
Travel Essential



https://www.csit.gov.sg/join-us/careers
https://votiro.com/book-a-demo/?utm_source=aisp&utm_medium=partner
https://votiro.com/company/contact/?utm_source=aisp&utm_medium=partner
https://votiro.com/free-trial/?utm_source=aisp&utm_medium=partner

DDoS Mitigation Advisory

@"[g DDoS Mitigation
=" Advisory

The Distributed Denial of Service (DDoS) Mitigation Advisory provides
guidance to organisations on how to prepare for, identify, contain and
mitigate DDoS attacks whilst minimising impact to business operations.

The Advisory is structured around the Govern, [dentify, Protect, Detect,

Respond and Recover (GIPDRR) functions from the National Institute of
Standards and Technology's Cybersecurity Framework (CSF) 2.0,

Best Practices

« Establish organisational policies that outiine the security goals.
« Establish a DDOS Incident Response Plan 10 facilitate smoother
execution of DDOS response

Identify

« identify critical assets and services of the organisation that are
exposed to public intemet

« Design for resiliency and conduct DDOS sustainability tests
S familiar with
« Engage DOOS Protection Service Providers

sponse Plan

= Manitor for early wamnings for DDoS attacks for prompt response and
minimal disruption

+ Determine the nature and scope of the DDoS attack and communicate
details to the right teams

Respond

+ Execute DDoS Incident Response Plan and other mitigation
measures to minimise the impact of the DDoS attack and reduce
service disruption

. to resume
« Review and incorporate lessons keamed into DDoS Response Plan

For more Information, visit www.csa.gov.sg

oo O O DO O
csSHR

Cyber Security Agency of Singapore is
glad to share that the DDoS Mitigation
Advisory has been published! Please refer
to the link(s) below for the Advisory.

Our Publications or Distributed Denial of
Service (DDoS) Mitigation Advisory (Link
to our website)

The Advisory is also linked on the
SingCERT ‘Incident Response Playbooks’
section, under Distributed Denial-of-Servi

NTUC Mentorship Ecosystem
Volunteer as an Industry Mentor

The NTUC Mentorship Ecosystem is a one-stop resource and

networking platform for mentees and mentors. It empowers mentees.
to navigate their careers and provides mentors with opportunities for
personal development and 1o pay it forward.

Vowun Industry Mentor. If you

On behalf of NTUC, we are keen to invite you
to volunteer as an Industry Mentor under the
NTUC Mentorship Ecosystem.

In our daily interactions with different
segments of the workforce including youths,
many have sounded out the need for career
mentors. As a mentor, you can leverage on

your industry and working experience to pay-
it-forward and have meaningful conversations
to share your expertise and guidance with
individuals who would appreciate career
navigation support and deeper insights into
different roles in the workforce today. In
return, as you support mentees, the NTUC
Mentorship Ecosystem will support you with
networks, training, and a community of peer
support.

We sincerely hope you'll be a part of this
movement and be a catalyst of change.

Click on this link to apply.

Please feel free to reach out to NTUC at
ntucmentorship@ntuc.org.sq.

CyberBoost Pre-Boost Accelerator
Programme

CyberBoost
Pre-Boost

Accelerator
Programme

— L

What is CyberBoost Pre-Boost?
CyberBoost is a suite of
supporting programs jointly
organized by NUS
Enterprise and CSA, supported by
Plug and Play, that caters to
companies at different stages of
growth, providing different entry points
for bespoke support.

As part of CyberBoost Pre- Boost
programme, you will undergo a
structured 3-month program training,
with 6 months venture support, taking
your idea to market and even
commercialization! You would also be
able to receive dedicated mentorship
from industrial professionals who are
practitioners, business consultation
advice from NUS Enterprise experts and
even CSA, as well as a space for you to
work out of in order to develop your idea
or product.

Additionally, workshops and training are
integrated into the program to equip you
with knowledge spanning across
fundraising, market access and even
polishing your deck to be pitch-perfect,
priming your venture building and growth.

Register here



http://www.csa.gov.sg/ddos-mitigation-advisory
https://www.csa.gov.sg/
https://www.csa.gov.sg/
https://safe.menlosecurity.com/https:/www.csa.gov.sg/Tips-Resource/Resources/singcert/incident-response-playbooks
https://www.ntuc.org.sg/ntuc-mentorship-ecosystem/for-mentors
mailto:ntucmentorship@ntuc.org.sg
https://enterprise.nus.edu.sg/
https://enterprise.nus.edu.sg/
https://www.csa.gov.sg/
https://www.plugandplaytechcenter.com/
https://tig.cybersg.sg/program/innovation/
https://tig.cybersg.sg/program/innovation/
https://tig.cybersg.sg/program/innovation/
https://tig.cybersg.sg/program/innovation/
https://tig.cybersg.sg/program/innovation/
https://plugandplay-apac.typeform.com/to/nCBRmcy8

AiISP Courses to help advance in your Career & Knowledge

Qualified Information Security Professional Course
(QISP) E-Learning

QISP Exam
Preparatory

E-Learning
Course

Vs Governance and
%
)
U4 :

~ :
% @ Physical Security and
Business Continuit)
- Y
Prepare for QISP :
Exam via E-Learning Security Architocture
;4 and Engineerin
Anytime, Anywhere! R
Our e-learning program is perfect for those who .
want to prepare for the QISP Exam based on 2 = i d
Seied] (e peration an
ASP IS-BOK domains. With access for 12 Infrastructure Security
months, you can study at your own pace on our

Software Security
beautifully designed and responsive e-learning
platform.

. Softw:
Grab the exclusive
launch offer at :

SGD 499 nett!

.
429 nett Cyber
Defense

Cyber Security 2 - e i
Compet enquir .com | www. .com

Prepare for the Qualified Information Security Professional (QISP) examination

with our newly developed e-learning course, launched on 1 March 2024!

Our highly responsive e-learning platform will allow you to learn anytime, anywhere with modular courses, interactive learning
and quizzes. Complete the course in a month or up to 12 months! Enjoy lean-forward learning moments with our QISP/QISA
preparatory e-learning course. Receive a certificate of completion upon completion of the e-learning course. Fees do not

include QISP examination voucher. Register your interest here!



https://forms.gle/T9eJn74MHh3TMqkf7

Advertisement

New versions launched!

EC-Council

Building A Culture Of Security Building A Culture OF Security

FORENSIC INVESTIGATOR V11

Build Ultimate Investigative Skills And
Organizational Forensic Readiness With
Advanced Strategie:

Master Skills of Forensic
Decode - Compile  Def

MASTER PREDICTIVE

TRAIN FOR NEXT GENERATION FOR
NETWORK SECURITY PROACTIVE DEFENSE

® Protect @ Detect @ Respond @ Predict Plon Collect Analyze

The question is not if, but when a cyber incident will occur?

EC-Council's Certified Incident Handler (ECIH) program equips students with the knowledge, skills, and abilities to effectively
prepare for, deal with, and eradicate threats and threat actors in an incident.

The newly launched Version 3 of this program provides the entire process of Incident Handling and Response and hands-

on labs that teach the tactical procedures and techniques required to effectively Plan, Record, Triage, Notify and
Contain.

ECIH also covers post incident activities such as Containment, Eradication, Evidence Gathering and Forensic Analysis,
leading to prosecution or countermeasures to ensure the incident is not repeated.

With over 95 labs, 800 tools covered, and exposure to Incident Handling activities on four different operating systems,
ECIH provides a well-rounded, but tactical approach to planning for and dealing with cyber incidents.

Special discount available for AiSP members, email aisp@wissen-intl.com for details!

Click here for our Contributed Contents from our partners Click
here for the job postings available for a cybersecurity career
Click here to view the SME Cyber Safe Portal

Click here to view AiSP Cyber Wellness Portal

Our Mailing Address is:
6 Raffles Boulevard, JustCo, Marina Square, #03-308, Singapore 039594 Please click here to

unsubscribe if you do not wish to receive emails from AiSP.



mailto:aisp@wissen-intl.com
https://www.aisp.sg/publications.html
https://www.aisp.sg/jobs.html
https://www.aisp.sg/smecybersafe/index.html
https://www.aisp.sg/aispcyberwellness/index.html
https://forms.office.com/Pages/ResponsePage.aspx?id=djqfDWposUWGv6rucAq_q-k26bVZ_o5Bn-l2M1zTphtUMllaMElCN0cxRjhUTVczNThOWEhDQ0pVSS4u&wdLOR=c8FB45704-8EA5-42D3-9DD2-BD1805EC621D
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